A Part of the AirIntel Trust & Transparency Framework

Airlntel Data Custodian Pledge

About this document

This pledge highlights AirIntel's client-first data philosophy. It assures that all our clients have

complete control, ownership, and power over their private data, with Airlntel serving only as a

custodian for processing and analytics.

Our Commitment

Clients retain 100% ownership of all raw and proprietary data.

Data isolation across all client environments—no co-mingling.

End-to-end encryption (AES-256) during transit and storage.

Access is granted only through multi-layer authentication and role-based controls.
Secure data erasure procedures following ISO 27001 and GDPR compliance.

Why does this matter?

This ensures our clients can trust AirIntel with their most valuable data assets while maintaining

full sovereignty and compliance.

Compli

ance & Verification

Airlntel aligns with following international standards and frameworks:

Signed,
Ahmer

ISO 27001 (Information Security Management Systems)
SOC 2 Type II (Service Organization Controls)

GDPR & CCPA (Data Protection and Privacy)

FAA & [ATA-aligned aviation data ethics

Cloud provider certifications (AWS, Microsoft Azure)

Version 1.0 — October 2025
© 2025 Airlntel. All rights reserved.
Part of the AirIntel Trust & Transparency

Shah (Founder & CEO, AirlIntel) Framework

© 2025 AirIntel. All rights reserved.




